
 
 
  
          
September 30, 2016 
 

MEETING OF THE 
WASHINGTON COUNTY QUORUM COURT 

COUNTY SERVICES COMMITTEE 
 

Monday, October 3, 2016 
5:30 P.M. 

Washington County Quorum Court Room 
 

Vice-Chair Daniel Balls               Robert Dennis 
Sharon Lloyd                            Chair Eva Madison Tom Lundstrum  
Sue Madison Gary McHenry 

  
A G E N D A 

 
1. Call to Order. 
 
2. Adoption of Agenda. 
 
3. Bi-Monthly Report from Washington County Planning Office (3.1) 
 
4. An Ordinance Amending Washington County Code Sections 2-62.1 Through 2-62.6 

Pertaining To Computer Usage, Electronic Mail And Internet Security Policy. This 
ordinance was initially presented to the Ordinance Review Committee. Attachments 
#4.2-4.4 are from Arkansas Department of Information Systems Best Practices and 
include the Internet Appropriate Use Policy, Password Management, and Electronic 
Records Management.  

 
5. Public Comments. 
 
6. Adjournment. 
 
/cs 

  MARILYN EDWARDS 
  County Judge 

                              280 North College, Suite 500 
                                       Fayetteville, AR  72701 

WASHINGTON COUNTY, ARKANSAS 
County Courthouse 

 

Telephone:  479 / 444-1700   •   FAX:   479 / 444-1889 
 



WASHINGTON COUNTY 
QUORUM COURT SERVICES COMMITTEE/PLANNING BOARD 

Aug 15, 2016 to Sept 15, 2016 
PLANNING DEPARTMENT STAFF REPORT 

Juliet Richey, Director 
 
WASHINGTON COUNTY STAFF REVIEWED AND APPROVED THE FOLLOWING ADMINISTRATIVELY: 
 
 16 PROJECTS (INVOLVING 25 LOTS) 
 

  9 EXEMPTION SPLITS – Total New Lots Created:  18 
 
 
 
 
      

 
3 FAMILY SPLITS – Total New Lots Created:  7 

 
 
 
 

                          0 CELL TOWER ARRAYS  
 

 
 
 
      4 LOT LINE ADJUSTMENTS  

 
 
  

 
AT THE SEPTEMBER 08, 2016, PLANNING BOARD / ZONING BOARD OF ADJUSTMENTS MEETING THE 
FOLLOWING ITEMS WERE HEARD: 
 

Three Conditional Use Permit Hearings were approved: 
 

1. Maquiladora Manufacturera LLC, USA – Conditional Use Permit Request. Project is located in Springdale’s 
Planning Area (62.34 acres).  Proposed land use: Commercial Welding/Metal Fabrication Shop. 

 
2. Ingram Residential CUP – Conditional Use Permit Request. Project is located solely within the County (1.4 

acres).  Proposed land use:  Single Family Residential. 
 

3. DANCE by Eliese CUP – Conditional Use Permit Request. Project is located within Fayetteville’s Planning Area 
(1.56 acres, 0.48 acres to be used for the CUP).  Proposed land use: Commercial Dance Studio. 

 
Seven Land Development Hearings was approved: 
 

1. Replat Tract 1 Urban Acres Subdivision – Preliminary and Final Minor Subdivision Replat Request.  Project is 
located solely within the County (2.91 acres / 2 lots). Proposed land use: Single Family Residential/One non-
residential (for access only). 
 

2. Replat Lot 7 & 8 Brakey Minor Subdivision – Preliminary and Final Minor Subdivision Replat Request.  Project 
is located solely within the County (4.47 acres / 2 lots). Proposed land use: Single Family Residential. 
 

3. Replat Lot 33 Tony Mountain Minor Subdivision – Preliminary and Final Minor Subdivision Replat Request.  
Project is located solely within the County (5.82 acres / 2 lots). Proposed land use: Single Family Residential. 
 

4. Replat Lot 30 Tony Mountain Minor Subdivision – Preliminary and Final Minor Subdivision Replat Request.  
Project is located solely within the County (16.07 acres / 2 lots). Proposed land use: Single Family Residential. 
 

5. Cantrell Minor Subdivision – Preliminary and Final Minor Subdivision Request.  Project is located solely within 
the County (13.97 acres / 4 lots). Proposed land use: Single Family Residential. 
 

Planning Area Splits Lots County Splits Lots 
Tontitown (2) 4 (3) 6 

Fayetteville (3) 6   
West Fork (1) 2   

Planning Area Splits Lots County Splits Lots 
(0) 0 (3) 7 

Planning Area  County 
(0)  (0) 

Planning Area  County 
Fayetteville (2)  (2) 
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6. Fritchie Farms Large Scale Development – Final Large Scale Development Request.  Project is located in 
Goshen’s Planning area (19.9 acres). Proposed land use: Event Center. 

 
7. Salem Storage Expansion LSD – Final Large Scale Development Request.  Project is located in Fayetteville’s 

Planning area (8.00 acres / 1 building with 44 storage units). Proposed land use: Storage Units. 
 

 
One Conditional Use Permit was tabled by the Planning Board: 
 

1. White River Landing CUP – Conditional Use Permit Request. Project is located in Greenland’s Planning Area 
(10.31 acres).  Proposed land use:  Wedding/Event Center. 

 
 
Two Conditional Use Permits were tabled (at the request of the applicants): 
 

1. Meadows at River Mist CUP – Conditional Use Permit Request. Project is located solely within the County 
(59.75 acres / 155 lots).  Proposed land use:  Residential Subdivision. 

 
2. Mountain Cars CUP – Conditional Use Permit Request. Project is located within Greenland’s Planning Area 

(0.68 acres).  Proposed land use:  Commercial Car Lot. 
 

One Land Development was tabled (at the request of the applicants): 
 

1. Meadows at River Mist LSD – Preliminary Subdivision Request. Project is located solely within the County 
(59.75 acres / 155 lots).  Proposed land use:  Residential Subdivision. 

 
 
THE OCTOBER 06, 2016, PLANNING BOARD / ZONING BOARD OF ADJUSTMENTS MEETING WILL CONSIST OF 
THE FOLLOWING: 
 

Two Conditional Use Permit Hearings: 
 

1. Meadows at River Mist CUP – Conditional Use Permit Request. Project is located solely within the County 
(59.75 acres / 155 lots).  Proposed land use:  Residential Subdivision. 

 
2. Huntsville Road Storage CUP – Conditional Use Permit Request. Project is located within Fayetteville’s 

Planning Area (4.22 acres).  Proposed land use: Commercial Storage. 
 
 
Four Land Development Hearings: 

 
1. Meadows at River Mist LSD – Preliminary Subdivision Request. Project is located solely within the County 

(59.75 acres / 155 lots).  Proposed land use:  Residential Subdivision. 
 

2. Huntsville Road Storage LSD– Preliminary Large Scale Development Request. Project is located within 
Fayetteville’s Planning Area (4.22 acres).  Proposed land use: Commercial Storage. 
 

3. Rose Subdivision – Preliminary and Final Minor Subdivision Replat Request.  Project is located solely within 
the County (6.54 acres / 6 lots). Proposed land use: Single Family Residential. 
 

4. Replat PT Lot 113 Wedington Woods (Unit 1) Subdivision – Preliminary and Final Minor Subdivision Replat 
Request.  Project is located solely within the County (22.70 acres / 1 lot). Proposed land use: Single Family 
Residential. 
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Karen\Computer Usage Code Sec 2-62.1 thru 2-62.6 ord 08/08/16 
 
 
 

ORDINANCE NO. 2016-_____ 
 
 
BE IT ORDAINED BY THE QUORUM COURT 
OF THE COUNTY OF WASHINGTON, 
STATE OF ARKANSAS, AN ORDINANCE 
TO BE ENTITLED: 
 
 

AN ORDINANCE AMENDING WASHINGTON 
COUNTY CODE SECTIONS 2-62.1 THROUGH 2-
62.6 PERTAINING TO COMPUTER USAGE, 
ELECTRONIC MAIL AND INTERNET SECURITY 
POLICY. 

 

WHEREAS, in 2002 the Quorum Court passed a policy 
concerning computer usage, electronic mail, and internet security policy; and,  

 
WHEREAS, due to the passage of time and changes in 

technology such policy needs to be updated; and, 
 
WHEREAS, though there are a number of reasons to 

provide a user network access, by far the most common is granting access to 
employees for performance of their job functions; 

 
WHEREAS, this access carries certain responsibilities and 

obligations as to what constitutes acceptable use of the county network; and, 
 
WHEREAS, County Employees and Elected Officials are 

obligated to use, conserve and protect electronic information and County information 
technology resources for the benefit of the County and its taxpaying citizens. 

 
NOW, THEREFORE, BE IT ORDAINED BY THE QUORUM 

COURT OF WASHINGTON COUNTY, ARKANSAS: 
 

ARTICLE 1. Washington County Code Sections 2-62.1 
through 2-62.6 are hereby repealed and replaced with the following:   
 
2-62.1 Information Technology Resources Defined. 
 
"Information Technology Resources" consist of all electronic communication assets and 
equipment, hardware, software, systems, services, networks, data and peripherals 
owned, leased, rented, established, controlled or otherwise administered by Washington 
County. These assets enable individuals to access or interact with information stored on 
or transmitted within the County data network, telecommunication systems, cellular 
systems and other internal or external sources. These resources include, but are not  

4.1



ORDINANCE NO. 2016-____ 
PAGE 2 
 
 
limited to the following: antivirus systems, cellular devices, control systems, card entry 
systems, cellular services, copiers, credit card readers, data backup systems, data 
racks, data transmission, cables, desktop computers, desktop printers, digital cameras, 
digital tape drives, distribution lists, electronic data, electronic documents, electronic 
images, electronic mail messages, electronic mail systems, FAX machines, fiber optic 
systems, financial systems, firewalls, hubs, internet services, intranet services, label 
printers, laptop computers, large format printers, laser printers, mobile telephones, 
modems, monitors, network bandwidth, network cabling, network security cameras, 
network security services, operating systems, point of sale devices, point of sale 
systems, projectors, personal communication devices, records management systems, 
remote access systems, routers, scanners, server racks, servers, software applications, 
social media accounts, surge protectors, switches, tablet computers, telephone 
services, telephone systems, telephones, televisions, text messages, USPs, USB 
drives, utility systems, voicemail systems, VPN systems, websites, and wireless access 
points. 
 
2-62.2 Expectation of Privacy; Prohibited Use; Regulations Authorized. 
 
(a) There is no legitimate expectation of privacy in electronic communication or data 

stored on or in County Information Technology Resources, and all such 
communication or data shall be subject to disclosure in accordance with the 
Arkansas Freedom of Information Act (ARK. CODE ANN. § 25-19-101 through 110, as 
amended), and other applicable law.  Provided however, that this subsection does 
not mandate the disclosure of information deemed “law enforcement sensitive” or 
that is protected by applicable professional confidentiality or privilege.   

 
(b) Upon the receipt of credible information that any authorized user of County 

Information Technology Resources is using, has used or is attempting to use County 
Information Technology Resources in the planning, attempt, commission or 
furtherance of any criminal act as defined by International, Federal, State, or local 
law, the County Information Technology Office is authorized to immediately suspend 
the authorized user’s access to County Information Technology Resources, pending 
further investigation.   

 
(c) Upon conviction by a court of competent jurisdiction of any authorized user of 

County Information Technology Resources of any criminal act, including, but not 
limited to, substantive and inchoate offenses as defined by International, Federal, 
State, or local law, the County Information Technology Office is authorized to 
permanently terminate the authorized user’s access to County Information 
Technology Resources.  

  
(d) Upon receipt of credible information that any authorized user of County Information 

Technology Resources has intentionally breached or tested the security of County 
Information Technology Resources, or that an authorized user of County Information 
Technology Resources has intentionally damaged or destroyed County Information 
Technology Resources, the County Information Technology Office is authorized to  
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(e) immediately suspend the authorized user’s access to County Information 

Technology Resources, pending further investigation.  Upon the conclusion of said 
investigation, if the investigation substantiates an intentional breach, test, damage to 
or destruction of County Information Technology Resources, the County Information 
Technology Office is authorized to permanently terminate the authorized user’s 
access to County Information Technology Resources.   

 
(f) This section is not intended, and shall not be construed, to limit the ability of the 

Washington County Sheriff’s Office to investigate and prevent crimes involving 
information technology.  This section is further not intended, and shall not be 
construed, to limit the Prosecuting Attorney’s Office, the Public Defender’s Office or 
any of the Circuit Judges or their respective staffs from using County Information 
Technology for legitimate job-related activities. 

 
ARTICLE 2. The County Judge, as custodian of county 

property, in accordance with ARK. CODE ANN. § 14-14-1102 and pursuant to his or her 
authority to enact administrative rules and regulations on matters within the Judge’s 
capacity as County Chief Executive Officer in accordance with ARK. CODE ANN. § 14-14-
1104, is hereby authorized to promulgate such rules and regulations as are reasonable 
and necessary to protect, secure, safeguard, promote the efficient use of and conserve 
County Information Technology Resources, and the same shall be binding upon all 
authorized users of County Information Technology Resources. 
 
 
 
 
              
MARILYN EDWARDS, County Judge     DATE 
 
 
 
        
BECKY LEWALLEN, County Clerk 
 
Sponsor:  Bill Ussery    
Date of Passage:      
Votes For:    Votes Against:   
Abstention:    Absent:   



- Title of Agency - 
Internet Acceptable Use Policy 

The Following Internet Acceptable Use Policy Applies to the (AGENCY NAME) Staff 

1. Introduction 
The (AGENCY NAME) provides its staff and (other entity(s) if necessary) with technology resources and 
a local area network with access to the Internet. The purpose of these technologies is to:  a) enhance 
the programs and services provided by (AGENCY NAME), b) conduct (AGENCY NAME) business, c) 
support (AGENCY NAME) projects, and d) ensure that staff are equipped with the necessary tools for 
communication, research, collaboration, and other tasks required to fulfill job obligations.  Each staff 
member is expected to use accounts and resources for these purposes. 

• Currently, each (AGENCY NAME) staff member has been provided adequate resources for Internet 
connectivity. The staff relies on this connectivity in order to adequately perform their job duties 
and responsibilities. 

o The (AGENCY NAME) provides approximately ___ employees access to a networked computer. 
This represents (_____) % of the employees in the agency. 

• All (AGENCY NAME) staff must carefully review and adhere to these Internet acceptable use 
guidelines. 

2. Appropriate Use of Technology 
2.1. Technology as a required resource and privilege 

Appropriate uses of technology include: 
• Accessing the Internet for work related research and information gathering; 
• Utility and applications software that accomplish tasks and fulfill job functions; 
• Communication and collaboration between staff and/or other appropriate entities; 
• Access to the Internet for up-to-date information published by (AGENCY NAME), other state 

agencies, and various other providers of information that may be necessary in order to 
complete job tasks; 

• Activities or projects that support professional activities of employees (i.e., electronic 
calendars, electronic scheduling of meetings, electronic prioritizing of tasks, using project 
management software, keeping electronic address books, and completion of work related 
forms electronically) 

2.2. Privacy of Information 
(AGENCY NAME) reserves the right to monitor and/or log all network activity with or without 
notice, including e-mail and all web site communications, and therefore, users should have no 
expectation of privacy in the use of these resources. 
• The Agency will not monitor e-mail transmissions on a regular basis, though the 

construction, repair, operations and maintenance of electronic messaging systems may 
occasionally result in monitoring random transmitted or stored messages. 

• Messages may be monitored during the course of investigations of illegal activity. 
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• The agency will not provide third parties with access to stored electronic messages without 
the written consent of the sender and recipient except in special circumstances, such as 
investigating illegal activity or misuse of the system, or resolving a technical problem. 

2.3. Governor's Policy Directive 
Governor's Policy Directive GPD-5, 1997 clearly states that... "Use of any and all State-owned 
equipment and supplies shall be restricted to official state use only. Unauthorized or personal 
use of equipment or supplies may be grounds for dismissal." 

2.4. User Restrictions 
(AGENCY NAME) staff will not excessively use the agency network, computer systems, and 
servers including access to the use of the Internet and other information resources during regular 
office hours for non-agency business.   Limited personal use of these resources is allowed 
during breaks and lunch time, or to address critical personal matters. 
Only games that are part of the workstation's operating system will be permitted to be used 
during normal break times and only without sound features activated. 

2.5. Unacceptable Uses 
The following general uses are prohibited: 

• Interference with the security or operation of the computer systems; 
• Vandalizing equipment, software, or hardware; 
• Attempting to alter or gain access to unauthorized files or systems; 
• Using technology in a way that interferes with work obligations; 
• Violating the rights of others by publishing or displaying any information that is 

defamatory, obscene, known to be inaccurate or false, profane, or threatening. 
• It is unacceptable for a user to use, submit, publish, display, or transmit on the network or 

on any computer system any information which: 
 Violates or infringes on the rights of any other person, including the right to privacy; 
 Contains defamatory, false, inaccurate, abusive, obscene, pornographic, profane, 

sexually oriented, threatening, racially offensive, or otherwise biased, discriminatory, 
or illegal material; 

 Inhibits other users from using the system or the efficiency of the computer systems; 
 Encourages the use of controlled substances or uses the system for the purpose of 

criminal intent; 
 Uses the system for any other illegal purpose. 

• It is also unacceptable for a user to use the facilities and capabilities of the system to: 
 Knowingly transmit material, information, or software in violation of any local, state 

or federal law; 
 Conduct any non-governmental-related fund raising or public relations activities; 
 Engage in any activity for personal financial gain, such as buying or selling of 

commodities or services with a profit motive; 
 View, download or send pornographic or other obscene materials; 
 Visit and/or participate in chat rooms not designed for professional interactions 

specifically related to one’s job; 
 Endanger productivity of (AGENCY NAME). 

3. Electronic Mail (E-mail) 
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E-mail is considered network activity and as such is subject to all policies regarding 
acceptable/unacceptable uses of the Internet. The user should not consider e-mail to be either private 
or secure. 

3.1. Purpose of E-mail 
Electronic mail is provided to support open communication and the exchange of information 
between staff and other authorized users that have access to a network.  This communication 
allows for the collaboration of ideas and the sharing of information.  E-mail is a necessary 
component of teamwork at (AGENCY NAME). 

3.2. E-mail Guidelines 
Each (AGENCY NAME) staff member is given an E-mail account.  It is the responsibility of the 
employee to use their account in accordance with established guidelines and in such a way that 
does not interfere with their duties. 
Specifically prohibited in the use of e-mail is: 

• Any activity covered by inappropriate use statements included in this policy; 
• Sending / forwarding chain letters, virus, hoaxes, etc.; 
• Sending, forwarding or opening executable files (.exe) or other attachments unrelated to 

specific work activities, as these frequently contain viruses; 
• Use of abusive or profane language in messages; 
• Submitting any large, unnecessary mail attachments; 
• Use that reflects non-professional image of (AGENCY NAME). 

3.3. E-mail Storage 
Staff should move important information from E-mail message files to shared folders and drives 
to ensure proper backup.  Messages no longer needed must be periodically purged from 
personal storage areas.  Technical support staff will monitor storage usage and advise when 
limits are reached and purging is required. 

4. Internet 

4.1. Purpose of Internet Access 
The Internet provides a wealth of information useful for educational purposes.  With Internet 
access an employee of (AGENCY NAME) can utilize the many research and resource tools available 
online.  These tools can aid in preparing reports or projects required by the agency. 
All (AGENCY NAME) staff members may access the Internet and other information resources and 
services at any time that in the judgement of the user, such access and use will benefit (AGENCY 
NAME) programs and services. 

4.2. Internet Access Guidelines 
When online, employees should abide by conventional etiquette guidelines developed for the 
Internet (‘netiquette’). 

4.3. Appropriate Use of Web Access 
Employees are responsible for making sure they use this access correctly and wisely.  Staff 
should not allow Internet use to interfere with their job duties.  

Acceptable uses include: 
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• Access to and distribution of information that is in direct support of the business of (AGENCY 
NAME). 

• Providing and simplifying communications with other state agencies, school districts and 
citizens of Arkansas; 

• Communication of information related to professional development or to remain current on 
topics of general (AGENCY NAME) interest; 

• Announcement of new laws, rules, or regulations; 
• Encouraging collaborative projects and sharing of resources. 

Inappropriate uses of web access include, but are not limited to: 

• Viewing, downloading or sending pornographic or other obscene materials; 
• “Surfing” the Web for inordinate amounts of time; 
• Otherwise endangering productivity of (AGENCY NAME). 
• Purposes which violates a Federal or Arkansas law; 
• Dissemination or printing copyrighted materials (including articles and software) in 

violation of copyright laws. 

5. Appropriate Network Use and User Accounts Guidelines 

Use of the state’s Internet connection and E-mail resources is a privilege and it is expected that all 
staff abide by acceptable user guidelines.  Appropriate network and user account guidelines include: 
• (AGENCY NAME) staff will only access those computer accounts which have been authorized for 

their use and must identify computing work with their own names or other approved IDs so that 
responsibility for the work can be determined and users can be contacted in unusual situations. 

• (AGENCY NAME) staff will use accounts for authorized purposes. This policy shall not prevent 
informal communication, but accounts will not be used for private consulting or personal gain. 

• Network administrators may review files and communications to maintain system integrity and 
ensure that users are using the system responsibly. Staff should not expect files and documents to 
always remain private. 

• Users are encouraged to maximize the use of the technologies covered under this user policy to 
reduce the cost of postage, letters, reports, etc. 

6. Copyright Guidelines 

6.1. Purpose of Software Availability 
(AGENCY NAME) provides utility and application software that enhances the efficiency and 
productivity of its employees.  (AGENCY NAME) staff must honor copyright laws regarding 
protected commercial software used at the agency. 

6.2. Compliance With Copyright Laws 

• Copyright laws do not allow a person to store copies of a program on multiple machines, 
distribute copies to others via disks or Internet, or to alter the content of the software, unless 
permission has been granted under the license agreement. 

• Users may download copyrighted material, but its use must be strictly within the agreement 
as posted by the author or current copyright law. 

• Unauthorized use of copyrighted materials or another person’s original writing is considered 
copyright infringement. 
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• Any user that copies and distributes software in any form for any purpose should do so only 
on the authority of the user's immediate supervisor. 

• Each user is responsible for observing all local, state, federal laws, especially in regard to 
copyright laws. The agency will not be responsible for the cost of any legal action taken 
against any user that violates such laws regardless of the situation or the intent or purpose of 
the user. 

• All staff that use software owned by (AGENCY NAME) or the state must abide by the 
limitations included in the copyright and license agreements entered into with software 
providers. 

7.  Enforcement and Penalties

The (AGENCY NAME) staff is responsible for complying with this policy. Penalties for non-compliance 
include, but are not limited to: 
• Suspension or usage restrictions of Internet service and email/messaging services. 
• Internal disciplinary measures, including discharge. 
• Initiation of criminal or civil action, if appropriate. 
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Internet Acceptable Use Policy Consent Form 

(AGENCY NAME) 

I                                                    have read this policy and agree to comply with all its terms and 

conditions.  Furthermore, I                                                     understand that the (AGENCY NAME) will not 

monitor e-mail transmissions on a regular basis, though the construction, repair, operations and 

maintenance of electronic messaging systems may occasionally result in monitoring random transmitted 

or stored messages. 

(AGENCY NAME) users must recognize that the use of all (AGENCY NAME) and state electronic information 

resources necessary to conduct agency business, and that the policies implementing usage, are 

requirements that mandate adherence. 

Signed:   

Date:   

Supervisor:   

Date:   
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 State of Arkansas  

Best Practices Statement – K-12 Password Management  
Title:  K-12 Student Password Management 
Document Number:  BP-70-011 
Effective Date:  12/16/08 
Published by:  Department of Information Systems 

1.0 Purpose 
Passwords are the most common way to allow access to computer systems and it is important to use a 
hard to guess password to prevent unauthorized access.   

2.0 Scope 
This best practices statement is recommended for students in the K-12 schools enrolled in the 4th grade 
and older. 

3.0 Background 
Act 723 of 2007 gives the Arkansas Department of Education the authority to implement policies to 
provide for data quality and security with the Arkansas Public School Network.   In support of the 
Department of Education, the Department of Information Systems has developed password best 
practices for the K-12 students enrolled in the 4th grade and older. 

4.0 References 
4.1 Act 723 of 2007:  An Act to Provide for Improved Processes to Ensure the Quality, Security, 

Validation, and Timeliness of Public School Data in the Arkansas Public School Computer 
Network 

4.2 Act 751 of 2007:  Authorized the Department of Information Systems to develop security policy. 

5.0 Best Practices Recommendation 
 

5.1 Passwords for access to school and educational service cooperative networks and applications 
containing sensitive and/or confidential information should be: 
 
5.1.1 At least eight characters in length with a mixture of alpha and nonalpha characters 
5.1.2 Changed a minimum of every semester  

 
5.2 K-12 students with elevated access should utilize passwords that comply with the state 

password management standard (SS-70-002). 
 

6.0 Definitions 

6.1 Password: 
A secret word or code used to serve as a security measure against unauthorized access to 
data or systems.  

4.3



4.4
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